ITIL Questions – IT Service Continuity

1. Which of the following could be considered a valid reason for a business not having any continuity plans for a specific IT service?

A  The IT department does not have the skills for developing continuity plans

B  The IT department has made a decision that the risk of disaster is small

C  The business does not have time to be involved in preparing continuity plans

D  A management decision has been made following a business impact assessment

2. An advantage of a gradual recovery portable approach is that:

A
Restoration of telecommunications will be simple

B
It can be established in a convenient location

C
It is the cheapest option

D
Access to the site will be available immediately

3. Consider the following statements about IT Service Continuity Planning:

1  The intermediate recovery external option offers a remote installation, fully equipped with all the required hardware, software, communications and environmental control equipment

2   The intermediate recovery external option is often shared between multiple customers and in the event of a disaster may not be available due to over- subscription
Are these statements correct?
A  Both

B  Neither

C  Only 1

D  Only 2

4. Your organisation has just entered into a Gradual Recovery IT Service Continuity agreement.  Within the ITIL definition, which of the following lists is INCORRECT for what you could find at the contingency site?
A  A building, electricity, telecommunications equipment, office space for technical staff

B  Stand-by generator, telecommunications equipment, system manuals, support staff, water

C  A building, telecommunications and computing equipment, support staff, documentation

D  A building, electricity, water, support staff, system manuals

5. Which ITIL process analyzes threats and dependencies to IT Services as part of the decision regarding “countermeasures” to be implemented?

A.  Capacity Management

B.  IT Service Continuity Management

C.  Problem Management

D.  Service Level Management

6. In relation to IT Service Continuity Planning, the severity of a disaster depends upon:
A  The time of day it occurs

B  How many people are available to assist in recovery

C  The type of disaster, whether flood, fire, etc

D  The impact upon customers’ businesses

7. A ‘fortress’ approach to IT Service Continuity planning means:

A  Not having an alternative site to move to

B  Having a mirrored service in another location

C  Taking the best of all other approaches

D  Having a reciprocal arrangement with another disaster-proof organization
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1) D - A management decision has been made following a business impact assessment

2) B - It can be established in a convenient location
3) A - Both

4) C - A building, telecommunications and computing equipment, support staff, documentation

5) B - IT Service Continuity Management

6) D - The impact upon customers’ businesses

7) A - Not having an alternative site to move to
