ITIL Questions – Configuration and Release Management


1. Following the release of a software upgrade to fix a known error, which process is responsible for ensuring that the CMDB has been updated correctly?

A
Change Management

B
Problem Management

C
Configuration Management

D
Release Management
2. The term ‘variant’ is best used to describe:

A
Unauthorized or illegal versions of software

B
An incident which has the same impact as an existing known error but a different root cause

C
A CI based on another, but with minor amendments applied

D
The difference between forecast and actual resource usage

3. Items of information stored in the CMDB relating to a specific CI are known as:

A
Components

B
Features

C
Attributes

D
Characteristics

4. What information does Configuration Management provide to the IT management of an organisation?
A
Variations from the agreed service levels

B
Time spent on investigation and diagnosis by each support group

C
Number of incidents and problems per category

D
Details and history of the IT infrastructure
5. Which of the following can be regarded as CIs?

1    Hardware

2    Documentation

3    Staff

4    Software

5    Network components

A      1, 4 & 5

B      1, 2, 4 & 5

C      1 & 4

D      All of them

6. A new networked computer is installed to replace an existing PC. The old PC is installed as a print server for the local area network.
Which process is responsible for the registration of this modification in the Configuration Management Database (CMDB)?

A     Change Management

B      Configuration Management

C      Problem Management

D      Release Management

7. Which attribute in the Configuration Management Database (CMDB) would help to ascertain which Configuration Items are undergoing maintenance at a particular moment in time?
A
Purchase date

B
Owner

C
Location

D
Status 

8. Which of the following activities is NOT part of the release process?
Moving software from the DSL to the development environment

B     Moving software from the DSL to the live environment

C     Moving software from the development to the test environment

D     Moving software from the live environment to the DSL

9. Which of the following is NOT an aim of the Release Management process?

A
To assess the impact of software changes

B
To agree the content of software releases, through liaison with Change Management

C
To design and implement effective procedures for the distribution of changes to software across the organisation

D
To prevent software viruses entering the organisation

10. The words Delta, Full and Package describe different types of release.  Which one of the following statements is true?
A
A Package release contains hardware and software

B
Urgent changes are always Delta releases

C
A Delta release is only ever part of a Package release

D
A Full release releases the normal release unit into the live environment

11. Students at a college can send in their course work from their home PC via the telephone Network.  They can then check the results on their PCs.  A student needs an existing set of programs that can be configured for the particular course that the student is following.  Which process is responsible for the correct configuring and transmission of the programs?

A
Release Management

B
Change Management

C
Configuration Management

D
Network Management

12. One of Release Management’s tasks is to set up a DHS.  Which statement most closely describes the DHS?
A
A DHS is a number of physical locations where baselines are stored

B
Before setting up a DHS a tool should first be purchased for releasing the hardware into the live environment

C
A DHS is an area set aside for the secure storage of definitive hardware spares

D
A DHS is a database in which all definitive hardware Configuration Items are recorded.

13. Which of the following is NOT part of the role of the Service Desk?

A     Providing support to the user community

B     Resolving the root causes of incidents

C     Acting as day-to-day interface between IT services and users

D     Monitoring the progress of incidents 

14. Consider the following situations:
1   An incident exceeds the downtime stipulated within a SLA

2   The business impact of an incident increases due to unforeseen circumstances

3   The number of users impacted by an incident is greater than first thought

4   A senior manager in the customer’s organisation complains about the lack of progress being made on a particular incident

Which of the above could be valid reasons for the Service Desk to invoke escalation procedures?

A
All four

B
2, 3 & 4

C
1, 2 & 3

D
1, 3 & 4

Answers Page

1) C - Configuration Management

2) C - A CI based on another, but with minor amendments applied

3) C - Attributes

4) D - Details and history of the IT infrastructure
5) D - All of them
6) B - Configuration Management

7) D -
Status 

8) D - Moving software from the live environment to the DSL

9) A - To assess the impact of software changes

10) D - A Full release releases the normal release unit into the live environment

11) A
- Release Management

12) C - A DHS is an area set aside for the secure storage of definitive hardware spares
13) B - Resolving the root causes of incidents

14) A
- All four

