

ITIL FOUNDATION CERTIFICATE IN

IT SERVICE MANAGEMENT

SAMPLE EXAMINATION QUESTIONS

Question 1
Following the release of a software upgrade to fix a known error, which process is responsible for ensuring that the CMDB has been updated correctly?

A
Change Management

B
Problem Management

C
Configuration Management

D
Release Management

Question 2
The term ‘variant’ is best used to describe:

A
Unauthorised or illegal versions of software

B
An incident which has the same impact as an existing known error but a different root cause

C
A CI based on another, but with minor amendments applied

D
The difference between forecast and actual resource usage

Question 3
Consider the following information:

1
Type identity

2
Unique identifier

3
Version number

4
Copy number

Which of the above details must be recorded for every CI in the CMDB?

A
1 & 2

B
1, 3 & 4

C
All of them

D
2 & 3

Question 4
Items of information stored in the CMDB relating to a specific CI are known as:

A
Components

B
Features

C
Attributes

D
Characteristics

Question 5
What information does Configuration Management provide to the IT management of an organisation?

A
Variations from the agreed service levels

B
Time spent on investigation and diagnosis by each support group

C
Number of incidents and problems per category

D
Details and history of the IT infrastructure

Question 6
A Configuration Management Database (CMDB) can contain different Configuration Items  (CIs). Which of the items below would NOT normally be regarded as a CI?

A
A user name

B
A video monitor

C
A bought-in software package

D
A procedure

Question 7
What is the main difference between a CMDB (Configuration Management Database) and a typical asset register?

A
A CMDB is a computerised system – most asset registers are not

B
There is no difference

C
More than just hardware is recorded in a CMDB

D
A CMDB is a database that links its contents together

Question 8
Which of the following can be regarded as CIs?

1
Hardware

2
Documentation

3
Staff

4
Software

5
Network components

A
1, 4 & 5

B
1, 2, 4 & 5

C
1 & 4

D
All of them

Question 9
A new networked computer is installed to replace an existing PC. The old PC is installed as a print server for the local area network.

Which process is responsible for the registration of this modification in the Configuration Management Database (CMDB)?

A
Change Management

B
Configuration Management

C
Problem Management

D
Release Management

Question 10
Which attribute in the Configuration Management Database (CMDB) would help to ascertain which Configuration Items are undergoing maintenance at a particular moment in time?

A
Purchase date

B
Owner

C
Location

D
Status

Question 11
Due to a defect, a user’s sound card is replaced with a new one.  For future reference, which ITIL process is responsible for registering the new sound card made by a different manufacturer?

A
Change Management

B
Configuration Management

C
Incident Management

D
Problem Management

Question 12
For which of the following activities is the Service Desk NOT responsible?

A
Impact analysis

B
Root cause identification

C
Categorisation and prioritisation

D
Escalation

Question 13
Which of the following is NOT part of the role of the Service Desk?

A
Providing support to the user community

B
Resolving the root causes of incidents

C
Acting as day-to-day interface between IT services and users

D
Monitoring the progress of incidents 
Question 14
Which of the following lists best describes the key attributes needed by Service Desk Staff?

A
Good interpersonal skills; tenacious; technically astute; firm

B
Business aware; articulate; methodical; tolerant; good interpersonal skills

C
Logical; methodical; tenacious; forthright; analytical

D
Well presented; technical specialist; numerate; good interpersonal skills

Question 15
Consider the following metrics:

1
Number of incidents closed on without onward referral

2
Number of incidents correctly categorised at logging

3
Number of hardware faults reported

Which of the above are valid performance indicators for the Service Desk?

A
All three

B
1 & 2

C
1 & 3

D
2 & 3

Question 16
Which ITIL process or function deals with errors and questions about use of services raised by end users?

A
Availability Management

B
Service Level Management

C
Problem Management

D
Service Desk

Question 17
Consider the following situations:

1
An incident exceeds the downtime stipulated within a SLA

2
The business impact of an incident increases due to unforeseen circumstances

3
The number of users impacted by an incident is greater than first thought

4
A senior manager in the customer’s organisation complains about the lack of progress being made on a particular incident

Which of the above could be valid reasons for the Service Desk to invoke escalation

procedures?

A
All four

B
2, 3 & 4

C
1, 2 & 3

D
1, 3 & 4
Question 18
There is a network incident that affects 200 desktops.  At the same time the Managing Director’s printer has broken and he wants to print a report now.  Which of the following statements can be deduced from this information?

A
There is insufficient information to determine which incident has the higher priority

B
The Managing Director’s printer must be fixed because of the higher business impact

C
Both incidents have an equally high priority

D
The network incident has a higher priority then the Managing Director’s printer because it affects a lot more people

Question 19
Which incidents should be logged by the Service Desk?

A
Only incidents not resolved at logging

B
Only incidents from bona fide customers

C
All incidents except simple enquiries

D
All incidents

Question 20
Which of the following data is least likely to be used in the incident management process?

A
Incident category

B
Make/model of faulty item

C
Impact code

D
Cost of faulty item

Question 21

The network managers have excessive workloads and have no time to proactively manage the network. One of the contributing factors to these large workloads is the frequency that users contact these managers directly.

Which ITIL process would improve this situation?

A
Change Management

B
Configuration Management

C
Incident Management

D
Problem Management

Question 22

A computer operator notices the full storage capacity of her/his disk will soon be used. 

To which ITIL process must this situation be reported?

A
Availability Management

B
Capacity Management

C
Change Management

D
Incident Management

Question 23

A serious incident has occurred. The assigned solution team is unable to resolve this incident within the agreed time. The Incident Manager is called in. 

Which form of escalation describes the above sequence of events?

A
Formal escalation 

B
Functional escalation 

C
Hierarchical escalation

D
Operational escalation 

Question 24
From which document can the Incident Management process obtain information about when and to whom it must escalate issues if required?

A
The Service Improvement Program

B
The Service Catalogue

C
The organization chart

D
The Service Level Agreement

Question 25
An end-user’s PC crashes. This is not the first time that he has had problems with his PC. It also crashed three months ago. The user reports the crash to the Service Desk.

What is happening here?

A
An Incident

B
A Known Error

C
A Problem

D
A Request for Change

Question 26
Which of the following statements is INCORRECT?

A
Problem Management may be involved when a major incident occurs

B
The Service Desk monitors problems throughout their lifecycles

C
Problem Management is responsible for managing the resolution of problems

D
Problem Management is responsible for Error Control

Question 27
Which of the following is the last activity in the Problem Management process?

A
The referral of any associated RFCs to Change Management

B
Log the problem

C
Closing the Problem Record, having completed all Problem Management activities

D
Initiating a review of the problem and its impact

Question 28
Which of the following is NOT a Problem Management responsibility?

A
Ownership of an incident throughout its lifecycle

B
Investigation & Diagnosis

C
Raising Requests for Change

D
Maintenance of a known error database

Question 29
A known error occurs when:

A
An error has occurred several times and has been passed to Problem Management

B
An error occurs that has not been diagnosed and for which a circumvention does not yet exist

C
A problem has been diagnosed and a resolution or circumvention exists

D
The resolution of a problem has been implemented

Question 30
What is the difference between a Problem and a Known Error?

A
A Known Error is always the result of an Incident, a Problem is not

B
There is no real difference between a Problem and a Known Error

C
In the case of a Known Error there is a fault in the IT Infrastructure, with a Problem there is not

D
In the case of a Known Error the underlying cause of the Problem is known

Question 31
One of the objectives of Problem Management is to minimize the impact of problems on IT Services.  Which one of the following activities is NOT a responsibility of Problem Management?

A
Maintaining relationships with third party suppliers

B
Working with Availability Management to ensure agreed levels of service availability

C
Known Error management

D
Always taking charge of difficult incidents

Question 32
A trend analysis of incident data indicates that over 30% of incidents regularly recur.  Which of the following activities will contribute most to cutting down the percentage of regularly recurring incidents?

A
A presentation to the board of directors to explain the importance of Problem Management

B
Implementation of the Problem Management process

C
The selection of an appropriate tool to log all incident data more accurately

D
The introduction of a single Service Desk number so customers know who to contact

Question 33
If a customer complains that service levels are below those agreed in the SLA because of a number of related hardware incidents, who is responsible for investigating the underlying cause?

A
The Incident Manager

B
The Service Level Manager

C
The Problem Manager

D
The Availability Manager

Question 34
A company has received messages concerning errors in the daily batch run which handles the ordering of raw materials for the manufacturing process.  This is probably due to an  incorrect change in the software.  The change involved extending the “stock number” field by two positions.  This change was also introduced in a monthly program that has not yet been run.  The situation needs to be corrected very quickly to avoid affecting manufacturing.  What is the best possible solution to be adopted by Problem Management when handling the error?

A
The errors are reported and, because the underlying cause is known, handled by Change Management as a Request for Change with the status of ‘urgent change’

B
The errors are reported as Problems at the Service Desk and, because manufacturing is involved, are directly introduced as Changes

C
The errors are reported as Incidents to the Service Desk and after some research they are identified as Know Errors, which can then be changed

D
The errors are reported as Incidents and a Problem is identified.  After the cause of the error has been established and a temporary workaround found, it is labelled as a Known Error that can be corrected by raising a Request for Change

Question 35

A user complains to the Service Desk that an error continually occurs when using a specific application. This causes the connection with the network to be broken.

Which ITIL process is responsible for tracing the cause?

A
Availability Management

B
Incident Management

C
Problem Management

D
Release Management 

Question 36

How does Problem Management support the Service Desk activities?

A
It resolves serious incidents for the Service Desk.

B
It studies all incidents resolved by the Service Desk. 

C
It relieves the Service Desk by communicating the resolution directly to the user.

D
It makes information on a Known Error available to the Service Desk.

Question 37
What is an activity within the area of Pro-active Problem Management?

A
Handling Requests for Change

B
Performing trend analysis and identifying potential incidents and problems

C
Following up on all incidents and disruptions

D
Minimizing the disruption to services resulting from Changes to the IT Environment

Question 38
Change Management ensures that scheduling decisions are based on:

1
Urgency

2
Impact

3
Resources

Which of the above are correct?

A
1 & 2

B
All three

C
1 & 3

D
2 & 3

Question 39
Under an ITIL Change Management process, once a change has been built, who should undertake testing?

A
The change builder

B
The Change Manager

C
The Change Advisory Board

D
An independent tester

Question 40
Which of the following activities is the responsibility of Change Management?

A
Reviewing changes to ensure they have worked

B
Creating a change to rectify a known error

C
Determining the release strategy for a major change

D
Implementing a software change at a remote site
Question 41
Within an ITIL compliant Change Management process, who decides on the categorisation of a proposed change?

A
Change Manager

B
Change Advisory Board

C
Change Requestor

D
Change Implementer

Question 42
When can the building, testing and implementation of a change begin?

A
If it is urgent, as soon as the Request for Change has been classified

B
As soon as there is a back-out plan for the change

C
As soon as the impact analysis has been discussed by the members of the Change Advisory Board

D
As soon as the Request for Change has been formally authorised

Question 43
Which of the following statements best describes the relationship between Change

Management and Configuration Management:

A
There are no dependencies between Configuration Management & Change Management

B
If Change Management is implemented without Configuration Management; the result will be less effective

C
Change Management cannot be implemented without Configuration Management

D
Change Management and Configuration Management must be implemented simultaneously

Question 44
How frequently should CAB/EC meetings be held?

A
Daily

B
Monthly

C
Weekly

D
As required

Question 45
Consider the following statements:

1
Effective Change Management ensures that urgency and impact are keys to decisions made on the scheduling of changes

2
Change Management controls all aspects of the change process

Which of these statements is true?

A
1

B
Neither of them

C
2

D
Both of them

Question 46

The data in the Configuration Management Database (CMDB) can only be modified after permission is granted to modify the infrastructure. 

Which process grants such permission?

A
Change Management

B
Configuration Management

C
Incident Management

D
Service Level Management

Question 47

The management of ABC Inc. has insisted that each request for a new workstation installation be handled with optimum efficiency and effectiveness.

Which ITIL process is designed to achieve this desired outcome?

A
Change Management

B
Customer Liaison 

C
Problem Management

D
Service Level Management

Question 48

A company sets up an Intranet for its graphic design workstations. The bandwidth must be increased because of the high volume of illustrations sent over the network.

Which ITIL process is responsible for approving the implementation of increased bandwidth?

A
Capacity Management

B
Change Management

C
Availability Management

D
Problem Management

Question 49
Which ITIL process or function checks that Requests for Change (RFCs) are logical, workable and necessary?

A
Change Management

B
Incident Management

C
Problem Management

D
Service Desk

Question 50
After a Change has been implemented, an evaluation is performed.

What is this evaluation called?

A
Forward Schedule of Changes (FSC)

B
Post Implementation Review (PIR)

C
Service Improvement Program (SIP)

D
Service Level Requirement (SLR)

Question 51
Which of the following activities is NOT part of the release process:

A
Moving software from the DSL to the development environment

B
Moving software from the DSL to the live environment

C
Moving software from the development to the test environment

D
Moving software from the live environment to the DSL
Question 52
Which of the following statements best describes the Definitive Software Library?

A
A secure software library containing all versions of software CIs in their definitive, quality controlled, form

B
A logical library, held securely on computer, containing all versions of software CIs

C
A secure, physical library containing the latest version of every software CI in a quality controlled manner

D
A logical library, held securely on computer, containing the latest version of every software CI

Question 53
Which of the following is NOT an aim of the Release Management process?

A
To assess the impact of software changes

B
To agree the content of software releases, through liaison with Change Management

C
To design and implement effective procedures for the distribution of changes to software across the organisation

D
To prevent software viruses entering the organisation

Question 54
The words Delta, Full and Package describe different types of release.  Which one of the following statements is true?

A
A Package release contains hardware and software

B
Urgent changes are always Delta releases

C
A Delta release is only ever part of a Package release

D
A Full release releases the normal release unit into the live environment

Question 55
Students at a college can send in their course work from their home PC via the telephone Network.  They can then check the results on their PCs.  A student needs an existing set of programs that can be configured for the particular course that the student is following.  Which process is responsible for the correct configuring and transmission of the programs?

A
Release Management

B
Change Management

C
Configuration Management

D
Network Management

Question 56
One of Release Management’s tasks is to set up a DHS.  Which statement most closely describes the DHS?

A
A DHS is a number of physical locations where baselines are stored

B
Before setting up a DHS a tool should first be purchased for releasing the hardware into the live environment

C
A DHS is an area set aside for the secure storage of definitive hardware spares

D
A DHS is a database in which all definitive hardware Configuration Items are recorded.

Question 57
Which of the following is NOT true?

A
Maintaining the agreed level of data confidentiality is a concern of Availability Management

B
Availability Management should contribute to the design and development of new software products

C
Availability Management negotiates availability levels with customers to ensure that their requirements are met.

D
Availability Management is concerned with the performance of hardware CIs

Question 58
Which of the following abbreviations most accurately represents ‘downtime’?

A
MTTR

B
CFIA

C
MTBF

D
MTBSI

Question 59
Which of the following best describes ‘reliability’?

A
The combination of confidentiality, integrity and maintainability

B
The ability of a service to remain functional even though some components have failed

C
The ability of a CI to remain functional under given conditions

D
The ability of a CI to be retained in, or restored to, an operational state

Question 60
Availability Management is responsible for …

1
Understanding the reliability of components to carry out a required function under given conditions over a certain period of time

2
Considering the ease with which maintenance of components can be carried out

3
Negotiating availability levels with customers

Which of these is correct?

A
Only 2 & 3

B
Only 1 & 2

C
1, 2 & 3

D
Only 1 & 3

Question 61
% availability is calculated as:

A     Downtime x 100

          C   (Agreed Service Time – Downtime) x 100
     ----------------------

     -------------------------------------------------

     Agreed Service Time

                      Agreed Service Time
B    Agreed Service Time x 100
D       Agreed Service Time x 100

     ------------------------------
     --------------------------------------


      Downtime

               (Agreed Service Time – Downtime)

Question 62
In Availability Management terms, what do the letters CIA stand for?

A
Component Impact Analysis

B
Confidentiality, Integrity and Availability

C
Configuration Item Availability

D
Central Intelligence Agency

Question 63

Data provided for the financial administration of XYZ must only be accessible to authorized users. Security Management takes steps to ensure this.

By taking these steps, which aspect of data can be ensured?

A
Availability

B
Integrity

C
Stability

D
Confidentiality

Question 64

How does Availability Management work with Security Management?

A
By making agreements on the availability of the Security Database

B
By making agreements on the security of the Availability Database

C
By establishing the security boundaries based on the availability requirements

D
By implementing the measures specified by Security Management for securing the data

Question 65
What is the description of the term Confidentiality as part of the Security Management process?

A
Protection of the data against unauthorized access and use

B
Ability to access data at any moment

C
The capacity to verify that the data is correct

D
The correctness of the data

Question 66
Which of the following could be considered a valid reason for a business not having any continuity plans for a specific IT service?

A
The IT department does not have the skills for developing continuity plans

B
The IT department has made a decision that the risk of disaster is small

C
The business does not have time to be involved in preparing continuity plans

D
A management decision has been made following a business impact assessment

Question 67
Which of the following is NOT a responsibility of the IT Service Continuity planning team?

A
Outlining possible measures to protect an IT service

B
Deciding the business criticality of an IT service

C
Testing the plans for recovery of an IT service

D
Identifying the risks to an IT service

Question 68
An advantage of a gradual recovery portable approach is that:

A
Restoration of telecommunications will be simple

B
It can be established in a convenient location

C
It is the cheapest option

D
Access to the site will be available immediately

Question 69
A ‘fortress’ approach to IT Service Continuity planning means:

A
Not having an alternative site to move to

B
Having a mirrored service in another location

C
Taking the best of all other approaches

D
Having a reciprocal arrangement with another disaster-proof organisation

Question 70
In relation to IT Service Continuity Planning, the severity of a disaster depends upon:

A
The time of day it occurs

B
How many people are available to assist in recovery

C
The type of disaster, whether flood, fire, etc

D
The impact upon customers’ businesses

Question 71
Consider the following statements about IT Service Continuity Planning:

1
The intermediate recovery external option offers a remote installation, fully equipped with all the required hardware, software, communications and environmental control equipment

2
The intermediate recovery external option is often shared between multiple customers and in the event of a disaster may not be available due to over- subscription

Are these statements correct?

A
Both

B
Neither

C
Only 1

D
Only 2

Question 72
Your organisation has just entered into a Gradual Recovery IT Service Continuity 

agreement.  Within the ITIL definition, which of the following lists is INCORRECT for what you could find at the contingency site?

A
A building, electricity, telecommunications equipment, office space for technical staff

B
Stand-by generator, telecommunications equipment, system manuals, support staff, water

C
A building, telecommunications and computing equipment, support staff, documentation

D
A building, electricity, water, support staff, system manuals

Question 73
Which of the following would you NOT expect to see in an IT Service Continuity Plan?

A
Contact lists

B
The version number

C
Reference to change control procedures

D
Service Level Agreements

Question 74
Which ITIL process analyzes threats and dependencies to IT Services as part of the decision regarding “countermeasures” to be implemented?

A
Capacity Management

B
IT Service Continuity Management

C
Problem Management

D
Service Level Management

Question 75
Which of these is not part of Capacity Management?

A
Tuning

B
Demand Management

C
Application sizing

D
Maintainability

Question 76
Which of the following is NOT a concern of Resource Capacity Management?

A
Differential charging for exceptional workloads

B
Establishing the profile of use of CIs

C
Resilience of CIs

D
Knowledge of alternative technologies

Question 77
Consider this list:

1
Analytical

2
Simulation

3
Demand

4
Resource

Which of those listed above are techniques of IT Modelling?

A
3 & 4

B
1 & 2

C
2 & 3

D
1 & 4

Question 78
Charging business users a premium rate for using resources at peak times is known as:

A
Peak resource charging

B
Differential charging

C
Notional charging

D
Discounting

Question 79
Which of the ITIL processes is responsible for ensuring the organisation is aware of new and changing technology?

A
Capacity Management

B
Change Management

C
Financial Management for IT Services

D
Configuration Management

Question 80
Application Sizing is a technique used by Capacity Management.  Why is Application Sizing Important?

A
The availability of an IT service can be measured

B
The use of an IT application can be controlled

C
The maintenance of technical skills is important to application developers

D
The resources needed for an application and its performance can be predicted

Question 81
Differential charging is a technique used in …

A
FTA

B
Status Accounting

C
Demand Management

D
CRAMM

Question 82

A steel company is merging with a competitor. The IT departments, along with the IT infrastructures of both companies will be combined.

Which process is responsible for determining the required disk and memory space required for applications running in the combined IT infrastructure?
A
Application Management
B
Capacity Management
C
Computer Operations Management 

D
Release Management 
Question 83
One of the activities of Capacity Management is described as: 

“Making predictions about the ‘behavior’ of the infrastructure. The available technologies range from formulating estimates to extensively testing prototypes.”

Which Capacity Management activity does this involve?

A
Demand Management

B
Modeling

C
Application Sizing

D
Tuning

Question 84
Which ITIL process draws up a (long-range) plan for the expected purchase of IT Services?

A
Availability Management

B
Capacity Management

C
Configuration Management

D
Service Level Management

Question 85
Writing-off an equal amount of an asset’s value each year, usually a fixed percentage of cost, is known as …

A
Transfer costs

B
Discounted cash flow

C
Net book value

D
Depreciating

Question 86
One reason for building a Cost Model is so that:

A
Charges will reflect what the market will bear

B
It can be related directly to its constituent units

C
The costs of IT can be aligned to business activities

D
It is easy for IT to calculate

Question 87
Which of the following would NOT normally be regarded as one of the major input cost elements of an IT cost model?

A
Accommodation

B
Transfer

C
Software

D
Service

Question 88
Without a good Accounting System you cannot:

1
Know the full cost of services provided

2
Judge the efficiency of Problem Management

3
Recover costs related to usage, should you so wish

Which of the above is true?

A
1, 2 & 3

B
1 & 3 only

C
1 & 2 only

D
2 & 3 only

Question 89
Consider the following statements:

1
Customers should always be invoiced for the IT services they use

2
The only reason services are charged for is to make customers aware of the costs involved in using those services

Are these statements correct?

A
Both


B
Only 1

C
Neither

D
Only 2

Question 90
Which of the following is NOT the concern of IT Financial Management?

A
Telephone charges

B
Invoicing

C
Differential charging

D
Service reviews

Question 91
Which of the following statements on IT Financial Management is correct?

A
The IT Financial Manager identifies the costs that will be incurred by IT and proposes prices for services

B
In order to be able to set up Budgeting and Accounting, SLAs and OLAs need to have been agreed

C
It is only possible to be cost conscious if the customer is charged for services

D
The Cost Manager must agree charges with the customer before establishing a Cost Model

Question 92

Which concept is NOT part of Financial Management for IT Services?

A
Budgeting

B
Charging

C
Procuring

D
Pricing

Question 93
A customer has requested a review of charges for services provided under an SLA.  Within the SLA there is provision for this.  Who will review the charges with the customer?

A
The IT Finance Manager

B
The Configuration Manager

C
The Service Level Manager

D
The Change Manager

Question 94
When establishing a new SLA which of the following should the Service Level Manager take into account?

1
That the new SLA can meet the targets agreed with the customer

2
That the conditions in other existing SLAs can continue to be met

3
That the possible impact of changes to the SLA can be identified

Of the above, which are true?

A
1 & 2

B
2 & 3

C
1, 2 & 3

D
1 & 3

Question 95
The Service Level Manager requires confirmation that the internal Service Desk can answer a certain percentage of calls within 10 seconds.  In which document would the Service Desk’s agreement to this requirement be recorded?

A
Internal Specification Sheet

B
Operational Level Agreement

C
Service Level Agreement

D
An underpinning third party contract

Question 96
Which of the following are direct advantages of entering into Service Level Agreements?

1
The expectations of both the IT customer and the provider should be aligned

2
Fewer incidents will occur

3
Unambiguous measurements of service provision will be provided

4
The number of changes that have to be backed out will decrease

A
2 & 4

B
1 & 2

C
3 & 4

D
1 & 3

Question 97
The Service Level Manager has established a Service Level Agreement (SLA) with the customer. The IT department has been unable to fulfill the requirements documented in the SLA. The main reason for this is that the purchasing department in the IT organization orders new hardware only once a month. The IT department often needs the hardware sooner than this, as the SLA agreed to delivery “as required”.

Which document(s) should the IT department and the purchasing division establish or review together?

A
The Operational Level Agreement (OLA)

B
The Service Level Requirements (SLRs)

C
The Service Specification sheets

D
The Underpinning Contract (UC)

Question 98
Which is the correct combination of terms and Service Management processes?

1
CMDB



a
Availability Management

2
CFIA



b
Release Management

3
DHS



c
Service Level Management

4
OLA



d
Configuration Management

A
1-d, 2-c, 3-a, 4-b

B
1-d, 2-a, 3-b, 4-c

C
1-b, 2-a, 3-c, 4-d

D
1-c, 2-d, 3-b, 4-a

Question 99
Which is the correct combination of concepts and Service Management processes?

1
Risks



a
Capacity Management

2
Reliability


b
Release Management

3
Thresholds


c
Availability Management

4
Roll-outs


d
IT Service Continuity Planning

A
1-b, 2-a, 3-d, 4-c

B
1-c, 2-a, 3-d, 4-b

C
1-d, 2-c, 3-a, 4-b

D
1-c, 2-d, 3-b, 4-a

Question 100
Risk assessment is NOT a major part of which of the following processes?

A
Service Level Management

B
IT Service Continuity Management

C
Change Management

D
Availability Management

Question 101
Which of the following is most involved with the day-to-day maintenance of quality services?

A
Customer Services

B
Applications Development

C
Service Delivery

D
Service Support

Question 102
Which is the correct combination of concepts and ITIL processes?

1
CI level


a
Availability Management

2
Disaster


b
Configuration Management

3
Risk Analysis


c
IT Service Continuity Planning

4
Confidentiality

d
Service Level Management

A
1-b, 2-c, 3-c, 4-a

B
1-d, 2-c, 3-a, 4-a

C
1-d, 2-d, 3-a, 4-b

D
1-b, 2-d, 3-c, 4-b

Question 103
In which two service Management processes would you be most likely to use a risk analysis and management methodology?

A
Change & Cost Management

B
Availability Management & IT Service Continuity Management

C
Incident & Change Management

D
Service Level Management & IT Service Continuity Management

Question 104
Salesmen are able to use their laptops from hotels to obtain information on travel routes and travelling times.  On several occasions they have found that when a certain modem had been installed, communication was unsatisfactory.  A temporary solution to this fault has been identified.  Which processes other than Incident Management are involved in achieving a structural solution?

A
Change, Configuration, Release & Problem Management

B
Only Configuration, Problem & Release Management

C
Only Change & Release Management

D
Only Change, Release & Configuration Management

E
Only Problem & Release Management

Question 105
Consider the following statements:

1
ITIL processes should be implemented in such a way that the contribution to the organisation is not only clear but also actually achieved

2
A characteristic of the ITIL approach is that a department is given responsibility for the Service Support and Service Delivery processes, so that the resources allocated can be used as efficiently as possible

Are these statements correct?

A
Both

B
Only 2

C
Neither

D
Only 1

Question 106
Managing service availability is now more important than ever because…..

A
The dependence of customers on their IT has grown

B
System Management tools can now provide much more real time performance management information

C
More IT systems are now outsourced

D
More service providers now have Service Level Agreements with their customers

Question 107

How does IT Service Management best contribute to the quality of IT service provision?

A By recording agreements between internal and external customers and suppliers in formal documents

B By defining generally accepted norms for service levels

C By promoting a customer focus among all the employees of the IT organization
D
By planning, implementing and managing a coherent set of processes for providing IT services

Question 108
Who is authorized to establish an agreement with the IT organization for the purchase of IT Services?

A
The Service Level Manager

B
The user

C
The ITIL process owner

D
The customer

Question 109
Which of the following documents is part of a tactical process?

A
User manual in the area of an application

B
Newsletter from the Service Desk about an application

C
Discussion about a Request for Change (RFC) for expansion of an application with the person who submitted the RFC

D
Agreements on the availability of a service
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